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About Forgepoint
Backing builders of the /digital future/

Forgepoint is an early-stage venture capital firm that partners with transformative cybersecurity and 

infrastructure software companies. With the largest sector-focused investment team, over $1 billion in AUM, 

and an active portfolio of nearly 40 companies, the firm brings over 100 years of collective company-building 
expertise and an Advisory Council of nearly 100 industry leaders to support exceptional entrepreneurs. Founded 

in 2015 and headquartered in the San Francisco Bay Area, Forgepoint is proud to cultivate a diverse, global 

community dedicated to backing builders of the digital future. 

Our team is honored to collaborate closely with the extraordinary innovators  
featured in this catalog. For more information about Forgepoint and our family 

of companies, visit forgepointcap.com or follow Forgepoint on LinkedIn or X.

WEBSITE LINKEDIN

https://forgepointcap.com/
https://www.linkedin.com/company/forgepoint-capital
https://twitter.com/forgepointcap
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PORTFOLIO

GOVERNMENT

PARTNERS

CUSTOMERS

INTEGRATORS

CO-INVESTORS

Backing builders of the /digital future/

**Due to recent M&A, Forgepoint additionally has holdings in Forescout (Cysiv), SecureAuth (Cloudentity), and SentinelOne (Attivo Networks).

$1B+
AUM

90+
Advisory Council

2015
Founded

$5-50M
Investment per 

Company

50
Investments

32
Active**

24
Team Size

14
Investors
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Team
Experienced and diverse team of /company builders/

Andrew McClure
Managing Director

Rey Kirton
Vice President

Jimmy Park
Senior Associate

Damien Henault

Managing Director

Ernie Bio
Managing Director

Lisa Lee
Chief Financial Officer

J Alberto Yépez
Managing Director 

& Co-Founder

Donald R Dixon
Managing Director 

& Co-Founder

Leo Casusol
Managing Director

Shane Shook
Venture Partner

Michael Cortez
Partner 

Andres Andreu

Venture 
Consultant

Sanjay Uppal
Venture 

Consultant

Mercy Caprara
Head of Portfolio

Operations

Tanya Loh
Chief Marketing 

Officer

Karl Sharman
Head of Talent 
Management

Jessie Huang
Controller

Huzefa Sharafali
IT Operations

Sue Chung
Operations & 

Administration

Stacey Holmes
Operations & 

Administration

/ INVESTMENT - US /

/ PLATFORM /

/ OPERATIONS /

Tom Kelly

Venture 
Consultant

Casilda Angulo

Senior Associate
Kathryn Shih

Venture Partner

Jaime Goyorrola
Chief Financial Officer

/ INVESTMENT - INTERNATIONAL /
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Investment Framework
Security is a business enabler and /innovation imperative/ for growth

Investment Themes
Grounded in /customer priorities/ and /market drivers/

Rapid Cloud 
Adoption

Infrastructure x 
Security 

Security 
by Design

Security & Risk as a 
Business Enabler

Identity is the 
New Perimeter

Automation / 
Abstraction

Shift 
Everywhere

Agile OpsFraud

Securing AI, AI for Security
How cybersecurity can secure AI and how AI can improve cybersecurity 

Continuous Trust and Identity Verification
Creating fully secured digital identities and perfect data that connects in real time

Proactive Cybersecurity and Risk Management
It’s not whether a company will get breached – it’s a matter of when, and what to do about it

Securing Infrastructure, from Cloud to Edge and Beyond
Establishing a robust digital grid to access business-critical resources to drive immediate outcomes

Trust in Software
The future of software is secure components flowing through a resilient supply chain

Cybersecurity for the Long Tail
Protecting the underserved Small and Midsize Businesses (SMBs) that power the global economy
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Identity

Data Application Infrastructure

AI / ML

Security & IT Operations

Intelligence Risk Management

Identity & Access Mgmt. ID Proofing | Verification

IT Monitoring & Change
Vuln . Mgmt. | Attack Surface Mgmt. Human | Email Security

Post-Breach & IRSecurity Log Analytics | 
SIEM

Security Automation | SOAR 
| XDR

Managed Security | MSSP | 
MDR

LexisNexis
(BehavioSec)

Workday
(Trusted Key)

Netwrix
(Remediant)

Tenable
(Ermetic)

AI / ML Security & GRC
AI / ML Ops

Application Security

SaaS Security

API Mgmt / Security

Developer Tools

Low Code / Process Automation

Imperva 
(Prevoty)

SecureAuth
(Cloudentity)

Fintech Governance | Fraud & AML

Regtech & Compliance Cyber Risk Mgmt

Cyber InsurTech

Cyber Intelligence

ZeroFox/IDX 
(Haveli)

Forescout
(Cysiv)

Cloudflare
(Area 1)

AT&T
(AlienVault)

Cisco
(Neohapsis)

Qualys

Acquired
(FPC Exits)

IoT | OT | Device Security

Cloud Security

Endpoint Security

Network Security

Infrastructure Operations

Sentinel One
(Attivo)

OPSWAT
(Bayshore)

Madison Dearborn
(BlueCat)

Blockchain

Quantum

Data Access Control

Data Movement Control

Privacy Enhancing Tech

Data Ops

Data Analytics

Solera Networks 
(BlueCat)

Forgepoint Portfolio
Most /extensive portfolio/ of active cybersecurity and infrastructure companies

Noname
(Akamai)

TruEra
(Snowflake)
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Company Sector(s) Description Page

Identity
Unifying identity verification and 
passwordless multi-factor authentication

9

Identity
Data and intelligence layer simplifying 
identity access management (IAM)

9

Risk Management, Infrastructure
Compliance automation and cloud security, 
streamlining FedRAMP authorization

10

Application
Runtime code analysis for developers 10

Security Operations, Application, AI
Offensive security through penetration testing 
and continuous attack surface management

11

Data
Making integration obsolete with a universal 
data network

11

Intelligence, Identity, AI Identity risk intelligence, powered by AI 12

Risk Management, Security 
Operations

Fusing cyber insurance, security, and 
technology

12

Risk Management, Security 
Operations

Quantifying cyber risk for the insurance 
industry

13

Data, AI
Transforming data protection with data 
lineage and large-scale graph analytics

13

Security Operations, Infrastructure
Managed detection and response for SMBs 
and the IT Providers that serve them

14

Application Optimizing mobile application performance 14

Intelligence, Risk Management
Automated resilience across physical and 
virtual supply chains

15

Identity
Improving identity security and customer 
journeys with no-code identity access 
management (IAM)

15

Infrastructure, Security Operations
Illuminating network threats with real-time 
visibility and compromise detection

16

Risk Management
AI-powered financial crime and fraud 
prevention

16

Index by Company
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Company Sector(s) Description Page

Application, Infrastructure Mobile application security automation 17

Application, Security Operations, 
Risk Management

SaaS security that inventories and monitors 
every cloud and SaaS account 

17

Infrastructure
Eliminating cloud-native threats with 
behavioral detection and response

18

Infrastructure
Automating cloud and container management 
for platform teams

18

Infrastructure Software attack surface management 19

Intelligence, Application, 
Security Operations

Software supply chain security and threat 
intelligence

19

Application
Agile learning platform for secure code 
development

20

Security Operations
Delivering curated and managed cybersecurity 
protection

20

Identity, Data
Solving permission sprawl to secure identities 
and enable digital transformation

21

Identity
Distributed identity orchestration for hybrid 
and multi-cloud environments

21

Security Operations
Helping companies prepare for, respond to, 
and recover from cyber incidents with 
resilience

22

Data, AI
Unified data access control and posture 
management

22

Infrastructure, Data
Simplifying modern application and data 
services delivery across any cloud, region or 
device

23

Infrastructure
Unifying and scaling hybrid cloud security, 
from development to runtime

23

Risk Management
Transforming digital payouts for financial 
services

24

Risk Management
Building trust and assessing third-party risk 
with automated vendor assessments

24

Index by Company
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Company Transaction Description

Area 1 Security
(acquired by Cloudflare (NYSE: NET))

Email security (business email compromise)

Attivo Networks
(acquired by Sentinel One (NYSE: S))

Deception-based identity threat detection and 
response (ITDR)

BehavioSec
(acquired by LexisNexis Risk Solutions/RELX)

Behavioral biometrics and continuous 
authentication to enhance trust and prevent 
fraud

Cloudentity
(acquired by SecureAuth)

Identity-aware authorization and application 
security

Cysiv
(acquired by Forescout)

Automated threat detection and response with 
SOC-as-a-service

Ermetic
(acquired by Tenable (NASDAQ: TENB)

Comprehensive cloud security across AWS, 
Azure and GCP environments

ID Experts
(acquired by Haveli) 

Privacy and identity protection for consumers

Noname
(acquired by Akamai)

Proactive API Security

Remediant
(acquired by Netwrix)

Dynamic Privileged Access Management (PAM) 
for zero trust security

TruEra
(acquired by Snowflake)

AI quality diagnostics and monitoring

Recent M&A
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Data and intelligence layer simplifying 
identity access management (IAM)

Founded in 2023 in San Francisco, AKA 

Identity uses AI, data engineering, and 

data science to simplify manual and 

inefficient identity and access 

management (IAM) decisions with 

visibility, intelligence, and action. 

Company Products

AKA Identity is the leader in identity resolution 

for the workforce. The AKA Identity Data 

Platform aggregates disparate data sources 

into an Identity Data Fabric to provide a 

comprehensive view of identities, accounts, 

and access privileges, and how they relate to 

an organization’s overall security posture. By 

harnessing the power of advanced analytics 

and algorithms, the AKA Identity Data Platform 

turns data into actionable insights so 

customers can mitigate risk, identify 

inaccuracies, and make informed decisions. 

Sample Customers and Partners

Unifying identity verification and 
passwordless multi-factor 
authentication (MFA)

Founded in 2018, 1Kosmos enables 

remote identity verification and 

passwordless multi-factor 

authentication for workers, customers 

and residents to securely transact with 

digital services. 

Company Products

The 1Kosmos BlockID platform verifies user 

identity and creates a reusable digital wallet for 

high assurance authentication into digital 

services and instant validation of end-user 

qualifications, competencies, authority, and 

more. A unique privacy-by-design architecture 

centered around a private and permissioned 

blockchain eliminates centralized honeypots of 

end user personal identifiable information (PII), 

simplifying compliance to privacy mandates such 

as GDPR and providing organizations tamper 

evident verification to always know the identity 

behind devices accessing applications, data and 

services. BlockID has attained certification to 

NIST 

800-63-3 and UKDIATF via Kantara, FIDO2 and 

iBeta DEA EPCS. It is delivered as a stand alone 

or embedded cloud service or via a managed 

service as a Credential Service Provider for 

residents.

Sample Customers and Partners

Prior to 1Kosmos, Hemen served as 

Founder & CEO of Simeio Solutions, 

Investor at Uniqorn Ventures, and 

Founding Team Member 

of Vaau (acquired by Sun 

Microsystems).

Hemen
Vimadalal

Prior to AKA Identity, Will was a 

founding team member, Managing 

Director, and Venture Partner at 

Forgepoint where he served on 5 IAM 

Boards. He started his career in 

investment banking with Citi. He is a 

published author and xo-creator of the 

Security Tinkerers community.  

Will
Lin

linkedin.com/in/hemen-vimadalal-
2561b02/

https://www.linkedin.com/in/tom-
kelly-396363/

akaidentity.io

1kosmos.com

Fortune 500 enterprise organizations 
across Finance, Healthcare and High 
Tech.  

http://linkedin.com/in/hemen-vimadalal-2561b02/
http://linkedin.com/in/hemen-vimadalal-2561b02/
https://www.akaidentity.io/
http://www.1kosmos.com/
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Prior to Anitian, Tom served as CEO of 

IDX (ZFOX), AccelOps, Moxie 

Software, Epicor, BlueStar Solutions, 

and Blaze Software. 

He has served on the Boards of 

Converge, Anitian, Fabrinet (NYSE: 

FN), FEI Company. 

Tom 
Kelly

https://www.linkedin.com/in/tom
-kelly-396363/

Company Products

Unlike legacy static code analysis 

systems, AppMap is dynamic, powering the 

streaming and integration of data from 

Continuous Integration and 

Development platforms (CI/CD), analysis of 

data flows, and identification of key functions 

and dependent services for any feature or 

functionality.

AppMap collects information about how code 

works and presents interactive, searchable 

diagrams that let users navigate and 

visualize exactly how functions, web services, 

data stores, security, I/O, and dependent 

services work together. AppMap works right in 

the code editor and links directly to code so 

developers can use the diagrams to make 

immediate code changes and improvements.

Elizabeth is a serial entrepreneur. She 

was CEO and Co-Founder 

of Conjur (acq. CYBR). Co-founder 

of eClinicalDiary, Chief Data & 

Informatics Officer at 

Generation Health (acq. CVS), and 

held senior roles in research, data 

and compliance in healthcare.

Runtime code analysis for 
developers

Founded in 2019, AppMap is an open 

source company that helps developers 

and their organizations keep 

their software aligned, clear and 

secure through software design 

observability and runtime code 

analysis.

Elizabeth 
Lawler

https://www.linkedin.com/in/eliz
abethlawler/

Over 70K software developers; AppMap 
libraries have been distributed to 
codebases in 160 countries, amassing 1M 
downloads and counting. 

appmap.io

Company Products

Anitian’s pre-engineered and automated cloud 

application infrastructure platforms deploy in 

a single day to empower enterprises to go 

from application to cloud to production 80% 

faster and at 50% of the cost.

§ Anitian SecureCloud platforms 

for Compliance Automation and Enterprise 

Cloud Security unify DevOps and security to 

deliver the fastest path to security and 

compliance in the cloud.

§ Drive FedRAMP audit-readiness in 60 days at 

50% of the cost.

§ Secure applications from cloud to 

production 80% faster. 
Sample Customers and Partners

Compliance automation and cloud 
security 

Founded in 1995, Anitian delivers the 

fastest path to security and 

compliance in the cloud. Its 

compliance automation platform 

helps SaaS companies 

get applications to market quickly 

and delivers a full suite of security 

controls – pre-engineered and pre-

configured to rigorous security 

standards such as FedRAMP, 

PCI, CMMC, GDPR, or ISO27001.

anitian.com

Sample Customers and Partners

https://www.linkedin.com/in/elizabethlawler/%E2%80%8B
https://www.linkedin.com/in/elizabethlawler/%E2%80%8B
http://www.appmap.io/
http://www.anitian.com/
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Company Products

Cinchy helps users and teams manage, share, 

use and gain insights from all data sources and 

formats, providing simplified, streamlined 

and authorized access to manage, control and 

collaborate on data. Its federated data network 

connects data across applications without 

point-to-point integration or copying data and 

automates consistent data controls in real-time, 

eliminating data fragmentation and silos 

while mitigating time-consuming maintenance 

and exposure to risk. With dataware, enterprise 

data is now available to whomever it's needed, 

able to move simply and freely to wherever it's 

needed. Dataware decreases IT project delivery 

risks, establishes guaranteed data access 

controls, and enables effortless collaboration on 

quality data across an organization's’ people and 

systems.

Prior to Cinchy, Paul served as CRO of 

Branch, Operating Partner and 

Resident CRO at Next47, the venture 

capital group for Siemens, and held 

senior executive roles at NetApp, 

DataVisor, Vidado (acq. by SS&C), 

GLMX, and Adobe. 

Paul
Patterson

https://www.linkedin.com/in/
paulpatterson/

Company Products

Bishop Fox is the leading authority in offensive 

security, providing solutions ranging from 

continuous penetration testing, red teaming, 

and attack surface management to product, 

cloud, AI/ML and application security 

assessments. Its Cosmos platform, service 

innovation, and culture of excellence continue 

to gather accolades from industry award 

programs including Fast Company, Inc., SC 

Media, and others, and our offerings are 

consistently ranked as “world class” in 

customer experience surveys. They’ve been 

actively contributing to and supporting the 

security community for almost two decades 

and have published more than 16 open-source 

tools and 50 security advisories in the last five 

years. 

Prior to Bishop Fox, Vincent served an 

Information Security Specialist at 

Honeywell, a Security Consultant at EY 

and a Security Analyst at the NSA. He 

is an Advisor to AppOmni, Elevate 

Security, Mod n Labs, and CLEAR 

(clearme.com).  

Vincent
Liu

linkedin.com/in/vinnieliu/

Offensive security through penetration 
testing and continuous attack surface 
management

Since 2005, Bishop Fox has provided 

software and security consulting services 

to the world’s leading organizations to 

help secure their products, applications, 

networks, and clouds with penetration 

testing and security assessments.

bishopfox.com

Making integration obsolete with a 
universal data network

Founded in 2017, Cinchy is the 

world’s first dataware platform that 

liberates data from enterprise applications 

to create a universal, fully collaborative 

data network. Built for real-time data 

collaboration, dataware eliminates the 

need for costly and time-consuming 

integrations, and mitigates risks of data 

duplication.

cinchy.com

Sample Customers and Partners

Sample Customers and Partners

25% of the Fortune 100, half of the Fortune 10, 
eight of the top 10 global technology 
companies, and all the top global media 
companies

http://linkedin.com/in/vinnieliu/%E2%80%8B
http://linkedin.com/in/vinnieliu/%E2%80%8B
http://linkedin.com/in/vinnieliu/%E2%80%8B
http://www.bishopfox.com/
https://cinchy.com/
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Company Products

Converge is a modern managing general agent 

(MGA) that fuses cyber insurance, security and 

technology to provide businesses with clear 

and confident cyber protection. By deploying a 

proprietary data ecosystem underpinned by 

expert underwriting, Converge provides risk 

solutions that deliver high-value strategies with 

improved outcomes. Converge's philosophy is 

that insurance needs the right elements and 

personalized approach to mitigate risk. By 

partnering with its policyholders, Converge 

precisely formulates their business needs so 

they can confidently become cyber secure.

Sample Customers and Partners

Prior to Converge, Tom served as 

Head of Cyber, Tech and Media at 

AGCS, Global Cyber Product Leader 

at Willis Towers Watson, Enterprise 

Lead for Cyber, Tech and Professional 

Liability at The Hartford, and 

AVP, Director of Claims and Services 

of the ACE Group.

Fusing cyber insurance, security and 
technology

Founded in 2021, Converge is creating 

risk management solutions that allow 

organizations to focus on what matters 

most – their businesses. The company 

converges its network of technology 

service partners, underwriting powered 

by unique data analytics, and 

proprietary insurance offerings to 

provide businesses with more holistic 

protection.

Tom
Kang

https://www.linkedin.com/in/
thomas-kang-1a142667/

Company Products

Our product portfolio delivers unmatched digital 

risk protection for your people, your brand, and 

your data. Our products combine 

automation, continuous monitoring, and 

scalability to deliver actionable intelligence 

to businesses of all sizes to stop digital threats 

before damage can occur.

§ Protect Key Employees, executives and 

domains with continuous, automated 

monitoring

§ Real-time Alerts enable you to quickly identify 

and block compromised credentials & initiate 

takedown

§ Seamless Integration with your IT and security 

systems to accelerate onboarding and 

response times 10x.

§ Global Reach that monitors thousands of data 

sources across social media, surface, deep & 

dark web with the most extensive data 

breach collection on the planet

Prior to Constella, Kevin was the CEO 

of aDolus Technology, CRO of Elevate 

Security, Special Advisor to the CEO 

of Forescout, President, CEO, and 

Board Member of Bayshore Networks 

(acq. by OPSWAT). He also held 

senior sales leadership roles at Call 

Amp, Blackphone, SS8 Networks, 

Cisco, Redhat and others.

Identity risk intelligence, powered by 
AI

Formed in 2020, Constella is a leader in 

digital risk protection, helping 

organizations anticipate, identify, 

and remediate targeted threats to their 

people, brands, and assets – at scale. 

Constella combines proprietary data, 

technology, and human expertise 

powered by the most extensive breach 

and social data collection on the planet, 

from the surface, deep and dark web.

Kevin
Senator

https://www.linkedin.com/in/
kevin-senator/

constellaintelligence.com

convergeins.com

Sample Customers and Partners

https://www.linkedin.com/in/thomas-kang-1a142667/%E2%80%8B
https://www.linkedin.com/in/thomas-kang-1a142667/%E2%80%8B
http://www.constellaintelligence.com/
http://www.convergeins.com/


Confidential and Proprietary         13

Company Products

CyberCube delivers the world’s leading cyber 

risk analytics for the insurance industry. With 

best-in-class data access and advanced multi-

disciplinary analytics, the company’s cloud-

based platform helps insurance organizations 

quantify cyber risk to facilitate placing 

insurance, underwriting cyber risk and 

managing cyber risk aggregation. CyberCube’s

enterprise intelligence layer provides insights 

on millions of companies globally and includes 

modeling on thousands of points of technology 

failure.

Sample Customers and Partners

Quantifying cyber risk for the 
insurance industry

Founded in 2015 within Symantec, 

CyberCube now operates as a 

standalone company exclusively 

focused on the insurance industry. 

CyberCube helps insurance 

companies make better decisions 

when underwriting cyber risk 

and managing cyber risk aggregation.

Prior to CyberCube, Pascal served as 

a Board of Director at Capital Group, 

VP & General Manager of Cyber 

Insurance at Symantec, and President 

at Fingi. He was also an Engagement 

Manager focused on property and 

casualty insurance, reinsurance, 

insurance brokerage affairs and risk 

management with McKinsey & Co. 

Pascal
Millaire

linkedin.com/in/pascal-millaire-962001b/

cybcube.com

Company Products

Cyberhaven's Data Detection and Response 

(DDR) platform takes a fundamentally 

different approach to securing IP and 

sensitive data from mis-use and theft by 

mapping the full journey of data and using 

data lineage to accurately classify sensitive 

data, detect risk, and enforce policies. The 

DDR platform is built 

with Cyberhaven's Dynamic Data Tracing 

technology, which:

§ Traces all data all the time by collecting 

logs and event data from user endpoints 

and SaaS applications

§ Correlates these events across hosts and 

all applications to formulate clear and 

insightful data flows

§ Applies large scale graph analytics to 

detect and respond to risk

Prior to Cyberhaven, Howard was 

CMO of Redis Labs, CMO of Zscaler, 

and CMO of Nutanix. He also held 

product management and marketing 

roles at Palo Alto 

Networks, Cisco, Securent, Microsoft, 

Identity Engines, and RSA.

Howard
Ting

linkedin.com/in/howardting/

Transforming data protection with 
data lineage and large-scale graph 
analytics

Cyberhaven has built the industry’s 

first Data Detection and Response 

(DDR) platform to protect 

intellectual property and sensitive 

data from theft and mis-use 

by mapping the full journey of every 

piece of data to accurately classify 

sensitive data, detect risk, 

and proactively enforce policy.

cyberhaven.com

Sample Customers and Partners

http://linkedin.com/in/pascal-millaire-962001b/%E2%80%8B
http://www.cybcube.com/
http://linkedin.com/in/howardting/%2520%E2%80%8B
http://www.cyberhaven.com/
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Company Products

Instabug is a leading mobile monitoring, 

crash and bug reporting solution for mobile 

teams. Founded in Egypt and headquartered 

in San Francisco, Instabug is the most 

intuitive mobile-first observability platform 

that can be utilized throughout the 

entire mobile app lifecycle, empowering 

developers to organizations to optimize user 

experience and overall performance. The 

company’s platform scales with any 

sized business, allowing developers and 

enterprises alike to seamlessly monitor, 

alert, prioritize and debug during critical 

phases of the application life cycle. Instabug

empowers mobile teams of all sizes with a 

unified mobile observability platform that 

provides both overall performance insights 

and granular information on the 

issues experienced by their users. 

Company Products

Huntress is a leading provider of advanced 

breach detection and actionable 

cybersecurity intelligence for SMBs. It is the 

leading Managed Security Platform built for 

SMBs and backed by expert partnerships 

across IT providers, resellers, and mid-sized 

organizations. Huntress provides fully 

managed detection and response, 24/7 

security operations monitoring, and best-in-

class security awareness training. Huntress 

tracks down and evicts hackers hiding in 

plain sight, enables earlier detection 

of potential ransomware incidents, 

maximizes frontline protection with Microsoft 

Defender, and highlights external 

vulnerabilities to tighten perimeter defenses.

Prior to Huntress, Kyle served as 

Cyber Warfare Operator at the Air 

National Guard, Co-Founder & 

Partner at StrategicIO, and Senior 

Cyber Vulnerability Analyst 

at ManTech International 

Corporation.

Kyle
Hanslovan

Omar co-founded Instabug with 

Moataz Soliman, Instabug’s CTO, 

shortly after they began developing 

mobile applications and 

quickly realized that there was no 

easy way to monitor their 

application’s performance or user 

experience. Instabug was 

created to address those gaps.

Omar
Gabr

linkedin.com/in/kylehanslovan/

https://www.linkedin.com/in/okgabr

Sample Customers and Partners

Optimizing mobile application 
performance

Launched in 2016, Instabug provides 

best-in-class mobile application 

performance monitoring, 

(APM), including crash reporting, bug 

reporting, and a 

powerful infrastructure that supports 

over two billion devices.

instabug.com

Managed detection and response for 
SMBs and the IT Providers 
that serve them

Founded in 2015 by former NSA cyber 

operators and backed by a team of threat 

ops researchers, Huntress enables its 

partners to protect their customers 

from persistent footholds, ransomware, 

and find and stop hidden threats that 

sneak past preventative security tools.

Sample Customers and Partners

Serves SMB market through 10K+ MSP, 
MSSP, and direct customers, with over 
2M endpoints protected. 

huntresslabs.com

http://linkedin.com/in/kylehanslovan/%E2%80%8B
https://www.linkedin.com/in/okgabr/%E2%80%8B
http://www.instabug.com/
http://www.huntresslabs.com/
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Company Products

Interos’s platform enables customers to 

instantly discover and visualize their 

supplier ecosystem, identify supplier 

concentration risk, conduct multi-facet 

filtering to enforce sanction controls, 

expose high risk outliers to proactively 

monitor black swan events, and offers risk 

breakouts to understand what drives risk 

scores for an individual company.

Sample Customers and Partners

Prior to Interos, Jennifer served as 

CEO of Interos Solutions, CEO of 

Quantum Leaps, and Director of 

Manhattan Associates.

Automated resilience across physical 
and virtual supply chains

Founded in 2005, Interos is the first 

and only Business Relationship 

Intelligence platform designed to 

protect enterprise ecosystems from 

financial, operations, governance, 

geographic and cyber risk in every tier 

of enterprise supply chains, 

continuously.

Jennifer
Bisceglie

linkedin.com/in/jennifer-bisceglie-
3328b2/

Some of the world’s largest 
financial, airline, and technology 
companies, including two top 10 US 
banks, two top 10 airlines, and a top 
10 CPG company.

interos.ai

Improving identity security and 
customer journeys with no-code 
identity access management

Founded in 2012, LoginRadius offers a 

no-code/low-code cloud-

based Customer Identity and Access 

Management (IAM) platform. 

Companies can securely manage 

customer identities, deliver a unified 

digital experience across web and 

mobile applications, and comply with 

all major privacy regulations such as 

GDPR and CCPA.

Company Products

LoginRadius provides a SaaS customer an 

Identity and Access Management platform that 

centralizes customer identities and 

manages the lifecycle of customer data from 

registration, login, authorization, and password 

management. Customers include consumer 

brands and eCommerce, banking and 

insurance, health and pharmaceuticals, media, 

entertainment, and public sector.ties to 

tighten perimeter defenses.

Sample Customers and Partners

Prior to LoginRadius, Rakesh 

founded NyaConcepts and

NyaWebs, and worked as a Project 

Manager in the energy sector.

Rakesh
Soni

linkedin.com/in/rakeshsonii/

loginradius.com

http://linkedin.com/in/jennifer-bisceglie-3328b2/%E2%80%8B
http://linkedin.com/in/jennifer-bisceglie-3328b2/%E2%80%8B
http://www.interos.ai/
http://linkedin.com/in/rakeshsonii/%E2%80%8B
http://www.loginradius.com/
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Company Products

Lumu’s Continuous Compromise 

Assessment™ model is made possible by its 

ability to collect, normalize and analyze a wide 

range of network metadata, including 

DNS, Netflows, Proxy and Firewall Access Logs 

and Spambox. The level of visibility that only 

these data sources provide, allows Lumu to 

understand the behavior of your enterprise 

network, which leads to conclusive evidence 

on unique compromise levels.

Sample Customers and Partners

Illuminating network threats with 
real-time visibility and compromise 
detection

Lumu helps organizations 

illuminate threats and isolate confirmed 

instances of compromise. Its powerful 

closed-loop, self-learning solution helps 

security teams accelerate compromise 

detection, gain real-time visibility across 

their infrastructure, and close the 

breach detection gap from months to 

minutes.

Prior to LUMU, Ricardo was CEO and 

Founder of Easy Solutions, which he 

led to its acquisition by Cyxtera 

Technologies for $2.8Bn in 2017. Prior 

to Cyxtera, he held leadership roles at 

IBM, Trend Micro, and Unisys, 

scaling each organization into key 

markets.

Ricardo
Villadiego

https://www.linkedin.com/in/
rvilladiego/

lumu.io

Company Products

Lynx is a pioneer in artificial intelligence (AI) for 

fraud and financial crime prevention, developed 

20 years ago by leading experts in academia and 

industry. For two decades, Lynx has leveraged 

its expertise in AI to deliver fraud prevention at 

unmatched levels of accuracy, speed and 

scalability to multinational financial institutions 

and payment providers around the globe. 

Through its Lynx Fraud Prevention and Lynx 

AML, Lynx provides a comprehensive AI-led 

solution set to preventing fraud and financial 

crime. Its first of its kind, proprietary ‘Daily 

Adaptive Model’ continually learns new 

behaviors and retains models daily, further 

enhancing the accuracy of its risk scores. Lynx 

currently protects over nearly 60 billion 

transactions and over 300 million consumers 

annually at 3x the industry performance 

standard with extremely low false-positives. 

Sample Customers and PartnersPrior to Lynx, Dan Dica held global 

executive leadership positions at 

OneSpan, VASCO, and Ubisoft, and 

was the CEO at WhiteStone. He is an 

Advisory Board Member to Agnostic 

Intelligence, which provides AI-based 

software for Third Party Risk 

Management.

AI-powered financial crime and fraud 
prevention 

Created over 20 years ago by AI 
experts at the Autonomous University 
in Madrid, Lynx provides advanced AI 
and ML software designed to prevent 
fraud and financial crimes. Dan

Dica

https://www.linkedin.com/in/
dandica/

lynxtech.com

https://www.linkedin.com/in/rvilladiego/
https://www.linkedin.com/in/rvilladiego/
http://www.lumu.io/
http://www.lynxtech.com/
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Mobile application security 
automation

Founded in 2009, NowSecure offers 

the industry’s only full suite of mobile 

app security and privacy solutions 

spanning automated testing, software 

supply chain, pen testing and training. 

Company Products

As recognized experts in mobile security and 

privacy, NowSecure protects the global mobile 

app economy and safeguards the data of 

millions of mobile app users. Built on a 

foundation of standards, NowSecure empowers 

the world’s most demanding organizations with 

security automation to release and monetize 

30% faster, reduce testing and delivery costs by 

30% and reduce AppSec risk by 40%. Only 

NowSecure offers a full solution suite of 

continuous security testing for DevSecOps, 

mobile app supply-chain monitoring, expert 

mobile pen testing as a Service (PTaaS), and 

training courseware. NowSecure actively 

contributes and supports the mobile security 

open-source community, standards and 

certification including OWASP MASVS, ADA 

MASA, and NIAP, and is recognized by IDC, 

Gartner, Deloitte Fast 500, and TAG Cyber.

Sample Customers and Partners

Prior to NowSecure, Alan served as 

SVP of Corporate Development at 

Good Technology, CEO at BoxTone, 

Founder at Out-of-Sight Service, and 

CEO at Idea Integration.

Alan
Snyder

linkedin.com/in/alansnyder1/

nowsecure.com

Company Products

Nudge Security helps modern organizations 

manage SaaS security at scale by working 

with employees, not against them. Its 

patented approach to SaaS discovery gives IT 

and security teams visibility of every SaaS 

and cloud asset ever created in an 

organization, and automated workflows to 

nudge employees toward more secure 

practices.

Sample Customers and Partners

Prior to Nudge, Russell served as VP of 

Products and Strategy at AT&T 

Cybersecurity, one of the world’s top 

five largest MSSPs. He also led 

products at AlienVault 

and Fortify Software. He is the 

Co-founder of the Open Threat 

Exchange, the world’s largest open 

threat intel community with over 200K 

participants. 

Russell
Spitler

nudgesecurity.com

SaaS security discovery, monitoring 
and management

Founded in 2022, Nudge’s SaaS 

security management and identity 

governance eliminates shadow IT and 

SaaS sprawl while automating and 

orchestrating lifecycle management 

for all applications and identities. 

https://www.linkedin.com/in/russ
ell-spitler

http://linkedin.com/in/alansnyder1/%E2%80%8B
http://www.nowsecure.com/
http://www.rafay.co/
https://www.linkedin.com/in/russell-spitler
https://www.linkedin.com/in/russell-spitler
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Company Products

RAD Security’s behavioral, cloud-native 

detection and response platform creates 

behavioral footprints of good behavior 

across the software supply chain, 

infrastructure, workloads and identities 

to detect zero day attacks and sharpen 

inputs into shift-left and posture 

management. 

Sample Customers and Partners

Brooke is a seasoned leader and 

executive with a proven track record 

in the computer and network security 

industry. Prior to RAD Security, 

Brooke was VP of Sales at Sonatype, 

CRO at Wallarm, CRO at Bugcrowd, 

and held senior roles at Rapid7 and 

Morgan Stanley.

Eliminating cloud-native threats with 
behavioral detection and response

Founded in 2018, and formerly known 

as KSOC (Kubernetes Security 

Operations Center), RAD Security is a 

behavioral cloud native detection and 

response platform built to remediate 

software supply chain security risks 

in real time. 

Brooke
Motta

https://www.linkedin.com/in/brooke
motta/

rad.security

Automating cloud and container 
management for platform teams

Founded in 2017, Rafay offers the 

industry’s first Kubernetes Operations 

Platform to help enterprises maximize 

the value of containerized applications 

that deliver today’s business 

innovation. 

Company Products

With Rafay, platform teams can operate 

modern application infrastructure at scale 

across public clouds, data centers, and the 

Edge. Rafay’s Kubernetes Operations Platform 

provides a holistic approach that unifies the 

lifecycle management of both Kubernetes 

clusters and containerized applications. With 

Rafay, enterprises can use any Kubernetes 

distribution and immediately gain centralized 

automation, security, visibility, and 

governance capabilities for Kubernetes 

cluster and applications — in data centers, 

across public clouds such as AWS, Azure, and 

GCP and at remote/edge locations.

Sample Customers and Partners

Prior to Rafay, Haseeb served as 

Vice President of Enterprise Strategy 

at Akamai, Chief Executive Officer & 

Co-Founder of Soha Systems 

(acquired by Akamai), and Chief 

Product Officer at Infineta Systems.

Haseeb
Budhani

linkedin.com/in/budhani/

rafay.co

https://www.linkedin.com/in/brookemotta/%E2%80%8B
https://www.linkedin.com/in/brookemotta/%E2%80%8B
http://www.ksoc.com/
http://linkedin.com/in/budhani/%E2%80%8B
http://www.rafay.co/
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Sample Customers and Partners

Software attack surface management

Founded in 2020, RapidFort is a cloud-

native cybersecurity company that 

helps clients optimize and secure their 

cloud workloads automatically.

rapidfort.com

Company Products

Modern cloud workloads include a large 

number of unused or seldom used 

components. Attackers frequently use these 

same components to help them “live off the 

land” and avoid detection once they 

have compromised a system or, in some 

cases, facilitate an initial compromise. 

RapidFort solves this problem by providing 

organizations with a platform to continuously 

monitor and minimize their software attack 

surface, reducing vulnerability remediation 

and patch management backlog by 80% on 

average.

https://www.linkedin.com/in/
farimani/

Prior to RapidFort, Mehran was 

Founder and CEO of Percipo, 

developer of ML, deep learning, 

computer vision and IoT solutions, 

and SVP of Engineering for the Fiery 

Division of digital imagery leader EFI.

Mehran
Farimani

Company Products

ReversingLabs automatically analyzes binaries 

for sophisticated threats hidden across the 

network, endpoint and software packages to 

enrich analysis during event response and instill 

trust during software release. In only 

milliseconds, ReversingLabs analyzes complex 

binaries for the world's most sophisticated 

threats built to evade security controls. 

Its Titanium Platform integrates enterprise-wide 

supporting more than 4,000 file formats, 

speeds detection of malicious files 

through automated static and dynamic analysis, 

prioritizing the highest risks with actionable 

context. Services are delivered as cloud-based 

threat intelligence feeds for the SOC, a malware 

analysis workbench for threat hunters, and 

continuous software quality and verification 

assessments for application developers.

Sample Customers and Partners

Prior to ReversingLabs, Mario held 

senior research positions at Bit9, 

Microsoft, and Groove Networks. He 

has authored numerous studies and 

speaks regularly at major security 

conferences like RSA and Blackhat.

Malware analysis, threat 
hunting, and software supply chain 
security

Founded in 2009, the ReversingLabs

cloud platform is the leading 

provider of malware analysis, threat 

hunting and supply chain security for 

SOC and software development teams. 

Mario
Vuskan

linkedin.com/in/mariovuksan/

reversinglabs.com

http://www.rapidfort.com/
https://www.linkedin.com/in/farimani/%E2%80%8B
https://www.linkedin.com/in/farimani/%E2%80%8B
http://linkedin.com/in/mariovuksan/%E2%80%8B
http://www.reversinglabs.com/


Confidential and Proprietary         20

Company Products

Secure Code Warrior has developed the first 

gamified Developer Quality Assurance platform 

that helps individual software developers build 

their own secure coding skills while providing 

organizations and executives with the visibility 

and metrics to understand the secure code skill 

strengths and weaknesses of their development 

teams. Secure Code Warrior’s platform supports 30 

programming languages and frameworks and delivers 

over 3,500 training modules that cover more than 

140 software weaknesses.

Sample Customers and Partners

Agile learning platform for secure 
coding development

Founded in 2015, Secure Code Warrior 

provides an online secure coding 

platform that helps developers think 

and act with a security mindset every 

day. Prior to Secure Code Warrior, 

Pieter served as Principal Instructor 

at the SANS Institute, Strategy & 

Innovation Lead at NVISO, and Head 

of Delivery at BAE Systems Applied 

Intelligence.

Pieter
Danhieux

linkedin.com/in/pieterdanhieux/

securecodewarrior.com

Delivering curated and modern 
managed security protection

Founded in 2020, and incubated 

within Forgepoint, SolCyber is the first 

modern Managed Security Service 

Provider (MSSP) to deliver a curated 

stack of enterprise-strength security 

tools and services that are 

streamlined, accessible and affordable 

for any organization.

Company Products

SolCyber has simplified managed security by 

taking away the enormous effort required to 

manage multiple vendor technologies, 

including the integration and ongoing 

support. SolCyber customers receive best-in-

class protection that is faster, simpler and 

more cost effective to deploy, all in one priced 

per user license. It provides all customers with 

a foundational set of capabilities including:

§ Advanced Email

§ Managed Detection and Response (MDR)

§ Ransomware assessment and training

§ User Behavioral Analysis

§ Managed SOC Services

§ Customers can then extend this 

foundational service with 

additional services such as post breach 

response, cloud protection and application 

encryption.

Sample Customers and Partners

Prior to SolCyber, Scott served as 

CRO of Ubiq Security, General 

Manager of SonicWall, and GM at 

FireEye.

Scott
McCrady

linkedin.com/in/scottmccrady/

solcyber.com

http://linkedin.com/in/pieterdanhieux/%E2%80%8B
http://www.securecodewarrior.com/
http://linkedin.com/in/scottmccrady/%E2%80%8B
http://www.solcyber.com/
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Sample Customers and Partners

Pioneering identity hygiene and 
turnkey discovery, remediation, and 
sustainability 

Founded in 2010, SPHERE is 

solving the age-old problem of 

permission sprawl with its unique 

Identity Hygiene solution. SPHERE is 

an award-winning, woman-owned 

cybersecurity business focusing 

on improving security and enhancing 

compliance.

sphereco.com

Company Products

SPHERE is the global leader in Identity 

Hygiene. The company is are dedicated to 

reshaping modern identity programs by 

embedding this foundational fabric, enabling 

organizations to quickly reduce risks. Its 

expertise lies in leveraging automation to 

deliver immediate time-to-value, providing an 

identity lens that protects an organization’s 

accounts, data, and infrastructure.

Driven by core values of passion, empathy, 

and transparency, SPHERE is continually 

innovating and helping clients to sleep better 

knowing their attack surface is drastically 

reduced, thwarting the plans of bad actors 

every single day.

Prior to Sphere, Rita served as 

Director of Messaging Product 

Management at StealthBits Technolog

ies, Messaging at Barclays Capital, 

and Messaging AVP at Lehman 

Brothers.

Rita
Gurevich

linkedin.com/in/ritagurevich/

Company Products

Strata’s Identity Orchestration platform, 

Maverics, is lightweight software that enables 

any application to be protected by any IDP or 

advanced identity service without costly 

refactoring. It does this through an abstraction 

layer that decouples identity from apps enabling 

them to modernize authentication 

and authorization without rewriting apps. Some 

popular customer 

use cases include:

§ Bridge identity and policy between 

clouds: scale architecture and secure

apps with multi-cloud and multi-identity 

options — without refactoring. 

§ Modernize app IAM or IDPs: Switch clouds, 

swap IDPs or deploy the next big thing in 

identity, without touching the apps.

§ Build IDP resiliency for secure, continuous 

access: Deploy an always-on solution that 

protects against identity outages even 

when internet connectivity is lost.

Sample Customers and Partners

Prior to Strata, Eric served as SVP & 

GM of Cloud Security and Identity 

Management at Oracle, CEO 

at Brite Content, Founding Partner at 

Launch Sciences, and Founder & CEO 

at Symplified.

Distributed identity orchestration for 
hybrid and multi-cloud environments

Founded in 2019, Strata invented 

Identity Orchestration to enable no-

code distributed identity for hybrid 

and multi-cloud businesses. 

Its Maverics Platform automates 

complex identity integrations by 

coordinating disparate identity 

systems to work together. 

Eric
Olden

linkedin.com/in/boughtnotsold/

strata.io

http://www.sphereco.com/
http://linkedin.com/in/ritagurevich/%E2%80%8B
http://linkedin.com/in/boughtnotsold/%E2%80%8B
http://www.strata.io/
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Prior to Surefire Cyber, Billy led the 

US business for global cyber and 

intelligence consultancy S-RM, co-

founded data protection 

startup Jumbbit, and served as COO 

of Zanaris. He was an MD at Protiviti, 

a GM at Sungard, and a leader at Booz 

Allen’s commercial risk management 

practice.

Billy
Gouveia

https://www.linkedin.com/in/gouveia/

Company Products

Surefire’s delivery of digital forensics and 

incident response capabilities is built on a tech-

enabled framework, delivered through a 

platform that aligns and connects each 

incident’s breach coach, carrier, broker, 

and client.

§ Pre-Incident: Surefire prepares clients 

to confidently manage incidents by assessing 

threats and exposures, improving plans, and 

strengthening response confidence through 

exercises.

§ Incident Response: Surefire guides 

clients through ransomware, BEC, and other 

cyber incidents, bringing forward 

all the capabilities needed to manage through 

a response with confidence.

§ Post-Incident: Surefire helps organizations 

emerge stronger post-incident, fortifying their 

security posture.

Sample Customers and Partners

Helping companies prepare for, 
respond to, and recover from cyber 
incidents with resilience

Founded in 2021, Surefire Cyber delivers 

swift, strong response to cyber 

incidents such as ransomware, email 

compromise, malware, data theft, and 

other threats with end-to-end response 

capabilities. Surefire Cyber provides 

clients confidence by helping them 

prepare, respond, and recover from 

cyber incidents—and to fortify their 

cyber resilience after an incident. 

surefirecyber.com

Data and AI Security

Founded in 2018, Symmetry 
helps customers easily classify custom 
data types, reduce data blast radius 
and attack surfaces, detect 
ransomware attacks, enforce least-
privilege access, and more. Powered 
by best-in-class AI, Symmetry provides 
organizations with the necessary 

toolkit to minimize data posture risks,
demonstrate compliance, and react to 
threats and policy violations in real 
time.

Company Products
Symmetry Systems is the Data+AI Security 
company, engineered specifically to address 
modern data security and privacy challenges at 

scale from the data out, providing organizations 
the ability to innovate with confidence. With total 
visibility into what data you have, where it lives, 
who can access it, and how it's being used, 
Symmetry safeguards organizational data from 
misuse, insider threats, and cybercriminals, as 
well as unintended exposure of sensitive IP and 
personal information through use of generative AI 
technologies.

Symmetry works with structured and 
unstructured data in all major clouds (AWS, GCP, 
Azure), SaaS storage services (e.g. OneDrive), 
and on-premise databases and data lakes. It is 
deployable in the most strictly regulated 
environments; as a read-only service, it inherits 
all security and compliance controls (e.g. 
FedRamp). That’s why the most innovative and 
security conscious Fortune 50 financial service 
providers, manufacturers, pharmaceutical 
companies, and federal agencies rely on 
Symmetry to protect their crown jewel data.

Sample Customers and Partners

Prior to Symmetry, Mohit served as 
a cybersecurity professor at UT Austin 
and a post-doctoral scholar in secure 

remote computation at UC Berkeley. 
Funded by DARPA and NSF, Tiwari has 
collaborated with teams at General 
Dynamics, Lockheed Martin, Intel, 
ARM and Google.

Mohit
Tiwari

linkedin.com/in/mohit-tiwari8/

symmetry-systems.com

https://www.linkedin.com/in/gouveia/
http://www.surefirecyber.com/
http://linkedin.com/in/mohit-tiwari8/%E2%80%8B
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Company Products

Synadia empowers developers and enterprises 

to accelerate the delivery of their edge 

applications strategy in a highly secure and 

cloud-agnostic way. The creators and 

maintainers of the award-winning NATs.io

open-source platform powering thousands of 

applications globally, Synadia’s diverse 

customer base ranges from innovative startups 

to Global 500 enterprises in Finance, Retail, 

Automotive, and Industrial Manufacturing to 

innovative startups across FinTech, AI, Green 

Energy, and Gaming.
Sample Customers and Partners

Simplifying modern application and 
data services delivery across any 
cloud, region or device

Founded in 2017, Synadia is powering 

secure connective technologies to 

drive cloud and edge native 

innovation. Derek is a 30-year industry veteran, 

entrepreneur and pioneer in secure 
and large-scale distributed systems 
and cloud computing, designing 
systems at TIBCO, co-founding the 
AJAX APIs group and creating the 
largest CDN at Google, and creating 

CloudFoundry at VMWare. Prior to 
creating NATS.io and Synadia, he 
founded Apcera (acq. Ericsson). 

Derek
Collison

https://www.linkedin.com/in/
derekcollison/

synadia.com
nats.io

Company Products

Uptycs is the leading cloud security platform for 

large hybrid cloud environments. Uptycs

protect workloads wherever they run while 

extending security visibility from development 

to runtime. First-generation CNAPP solutions 

don’t have the data needed to manage and 

prioritize risk. With Uptycs, data is power! 

Uptycs gives deeper context. Most CNAPPs can 

tell you if a vulnerable workload is exposed to 

the internet, but can they show vulnerable 

packages running now, or three weeks ago, and 

if and how an organization was breached? 

Uptycs can.

Uptycs brings teams together to optimize 

security operations, ensure compliance, 

and accelerate remediation across cloud 

workloads, containers, Kubernetes, and 

software pipelines — all from a single security 

console, policy framework, and data lake.

Sample Customers and Partners
Prior to Uptycs, Ganesh served as 

Chief Architect of Carrier Products & 

Strategy at Akamai, Founder & VP of 

Systems Architecture 

at Verivue (acquired by Akamai), and 

Principal Architect at 

NetDevices (acquired by 

Alcatel-Lucent)

Unifying and scaling hybrid cloud 
security, from development to 
runtime

Founded in 2016, Uptycs provides the 

first unified, cloud-native security 

analytics platform that enables both 

endpoint and cloud security from a 

common solution. 

Ganesh
Pai

linkedin.com/in/ganesh-pai/

uptycs.com

http://www.truera.com/
http://linkedin.com/in/ganesh-pai/%E2%80%8B
http://www.uptycs.com/
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Company Products

Verituity’s verified digital payments platform 

enables first-time and on-time digital 

payouts. The platform incorporates identity 

verification, account validation, and 

payments orchestration to reduce payout 

risk.

Sample Customers and Partners

Prior to Verituity, Ben served as Chief 

Data & Strategy Officer of Interos, Co-

Founder & CEO of MITA Group, and VP 

of VeriSign.

Transforming digital payouts for 
financial services

Founded in 2020, Verituity is a low-

code full stack platform that provides 

the infrastructure for payouts 

and payments. The solution provides 

intra-process fraud detection across 

the payment process and 

protects against account takeovers.

Ben
Turner

linkedin.com/in/turnerb/

BNY Mellon Launches New Payment 
Platform Vaia for Payee-Choice 
Disbursements

Verituity Joins Forces with Mastercard to 
Accelerate Secure Domestic and Cross-
Border Payouts

Building trust and assessing third-
party risk with automated vendor 
assessments

Founded in 2015, Whistic is a provider 

of proactive vendor security and an 

innovator in changing the way that 

companies publish and evaluate 

security posture to build 

trust. Whistic is the single source of 

trust for buyers and sellers, helping 

companies speed up the pace of 

business.

Company Products

The Whistic platform gives InfoSec teams the 

power to run world-class third-party risk 

management and customer trust programs with 

a unified, AI-powered experience that 

streamlines both sides of the vendor risk 

assessment process. 

Whistic equips organizations with a Custom 

TPRM Program to significantly reduce the 

potential for costly data breaches while meeting 

regulatory compliance and audit requirements 

in a simple, automated process.

Whistic is uniquely designed to help Infosec 

teams reduce the time and resources spent on 

third-party risk management, de-risk the 

vendor ecosystem, and shorten procurement 

and sales cycles. Its Trust Catalog offers the 

industry’s most robust network where vendors 

and their customers can connect and 

seamlessly exchange 

on-demand security and compliance 

information, eliminating the need for a manual 

assessment.

Sample Customers and Partners

Prior to Whistic, Nick was 

Co-founder and COO of Prosper 

Healthcare Lending, COO of

MyFinanceGuys, and held senior 

roles building and scaling startups.

Nick
Sorensen

whistic.com

https://www.linkedin.com/in/nicks
orensen/

verituity.com

http://linkedin.com/in/turnerb/%E2%80%8B
https://verituity.com/bny-mellon-launches-new-payment-platform-vaia-for-payee-choice-disbursements/
https://verituity.com/bny-mellon-launches-new-payment-platform-vaia-for-payee-choice-disbursements/
https://verituity.com/bny-mellon-launches-new-payment-platform-vaia-for-payee-choice-disbursements/
https://www.businesswire.com/news/home/20240411096638/en/Verituity-Joins-Forces-with-Mastercard-to-Accelerate-Secure-Domestic-and-Cross-Border-Payouts
https://www.businesswire.com/news/home/20240411096638/en/Verituity-Joins-Forces-with-Mastercard-to-Accelerate-Secure-Domestic-and-Cross-Border-Payouts
https://www.businesswire.com/news/home/20240411096638/en/Verituity-Joins-Forces-with-Mastercard-to-Accelerate-Secure-Domestic-and-Cross-Border-Payouts
https://www.whistic.com/
http://www.verituity.com/
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Our Commitment to ESG
Driving /ESG initiatives/ across the portfolio

Forgepoint Capital’s mission is to protect the digital future. We believe investing in cybersecurity will protect 

individual privacy and ensure greater economic prosperity. In addition, responsible corporate behavior with 

respect to Environmental, Social and Governance (ESG) factors can mitigate risk and positively influence 
long-term financial performance. 

We are keen to partner with organizations focused on ESG and are proud to be one of the founding signatories 

of ILPA’s Diversity in Action initiative and an active participant in ILPA’s ESG Data Convergence Project. We are 

also a signatory of the United Nations’ Principles for Responsible Investment (PRI) group.

§ Inclusivity: Foster a culture if meritocracy, fairness,
and transparency.

§ Community: Encourage all form and portfolio company 
professionals to engage in nonprofit giving and socially 
responsible volunteer activities.

§ Actions Over Words: Proactively work with portfolio 
companies on environmental, health safety, and social 
initiatives to improve performance and minimize 
adverse impacts.

§ Governance: Promote appropriate governance of our 
portfolio companies, including establishment of a qualified 
board of directors, engagement of independent auditors, 
and creation of appropriate channels for stakeholders to 
report potentially improper activities.

§ Compliance & Ethics: Proactively comply with national, 
state and local regulations in the countries in which we 
invest, support competitive wages and benefits for 
employees, and provide a safe and healthy workplace 
for all.

§ Data Privacy & Security: Protect the privacy of confidential 
consumer and corporate information through our own 
operations and those of Forgepoint portfolio companies.

§ Protecting Our Planet: Ensure and continuously improve 
the environmental responsibility and energy efficiency of 
our firm and our portfolio companies.

Our Responsible Investing Pledges

https://ilpa.org/dei/ilpa_diversityinaction/ilpa_diversityinaction-signatories/
https://www.esgdc.org/
https://www.unpri.org/
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