
Fall 2024 Advisory Council Meeting   
19 November 2024 | The Yale Club of New York City



H O S T S

Alberto Yépez
Co-Founder and Managing Director

Forgepoint Capital

Tanya Loh
Chief Marketing Officer

Forgepoint Capital

1:00 Welcome and Kickoff



Housekeeping

AGENDA

▪ Chatham House Rules (no media; photographer present)

▪ To make calls, visit 2F phone booths or 2M Grill Room

▪ See program for Wi-Fi access and QR codes:

https://forgepointcap.com/site/acmd24/

Wi-Fi
The Yale Club NYC

notshirtsnotanks

FEEDBACK

https://forgepoint.typeform.com/acmd24

https://forgepoint.typeform.com/acmd24
https://forgepoint.typeform.com/acmd24
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Audience Mix
Let Us Begin

Startup 
CEO/Executive

28%

Enterprise 
CxO/Executive

15%
CISO/Cybersecurity 

Leader
30%

Government Leader
1%

Other: Research, Advisory, 
Professional Services

11%

Board Member/Advisor
9%

Investor
6%
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Agenda
Welcome and Meeting Kickoff1:00 PM

1:10 PM Cybersecurity Market Update: Fall 2024

1:40 PM Cybersecurity Issues and Observations for 2025

2:10 PM Guardians of the G-AI-laxy: AI & Data Governance Concerns and Opportunities

2:50 PM Nudge Security: Securing the Workforce Edge

2:53 PM 15 Min Networking Break

3:08 PM The Great Debate: Reevaluating Public vs. Private in the Cloud Era

3:38 PM AKA Identity: Identity Analytics and Automation

3:40 PM Anatomy of a Ransomware Incident

4:05 PM Fireside: The CISO Playbook

4:30 PM Hyperproof: Next Level Risk and Compliance Management

4:33 PM Fireside: An Innovator’s Journey, from CTO to CEO

4:58 PM Meeting Close > 5:00 Rooftop Reception > 6:30 Celebration Dinner (back here!)



Forgepoint Updates
19 November 2024
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Venture Capital Institutional Investment Platform

3
Funds

$1B+
AUM

50
Investments

2015
Founded

24
Team Size

14
Investors

Cybersecurity, AI & Infrastructure Software
Series A & B and Select Growth (First Institutional Investor)

100
Global 

Advisory 

Council

33
Active 

Investments

$5-50M
Investment 

per 

Company

North America Europe

Australia

Israel

Investing Globally
Cybersecurity is a global mission

LATAM
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Forgepoint Capital Team
An Experienced and Diverse Team of Company Builders

/ INVESTMENT – FORGEPOINT US /

/ GROWTH /

/ OPERATIONS /

J. Alberto Yépez
Managing Director & 

Co-Founder

Donald R. Dixon
Managing Director & 

Co-Founder

Leo Casusol
Managing Director

Andrew McClure
Managing Director

Ernie Bio
Managing Director

Reynaldo Kirton
Vice President

Lisa Lee
Chief Financial Officer

Shane Shook, PhD
Venture Partner

Casilda Angulo
Senior Associate

Jimmy Park
Senior Associate

Tom Kelley
Venture Consultant

Andres Andreu
Venture Consultant

Sue Chung
Operations & 

Administration

Stacey Holmes
Operations & 

Administration

Mercy Caprara
Portfolio Operations

Tanya Loh
Chief Marketing Officer

Karl Sharman
Talent Management

Jessie Huang
Controller

Huzefa Sharafali
Information Technology

Sanjay Uppal
Venture Consultant

Kathryn Shih
Venture Partner

/ INVESTMENT – US /                                                                                                                            

/ GROWTH /

Michael Cortez
Partner

International

Jaime Goyarrola
Chief Financial Officer

International

Damien Henault
Managing Director 

International

/ INVESTMENT – FORGEPOINT CAPITAL INTERNATIONAL /                                                                               
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Global Advisory Council
Since January 1, 2024, 8 new industry leaders have joined us

Elizabeth “Liz” Butwin Mann
Advisor, Board Member; Former 

Strategy and Growth Leader- Americas 

Technology Consulting, EY

Brian T. Geffert
Vice President of Cyber Defense, 3M; 

Former Global Chief Information 

Security Officer, KPMG

Justin Foster
CTO, Forescout; 

Former CTO and Co-Founder, Cysiv 

(acq. Forescout)

Sandip Wadje
Managing Director – Global Head of 

Emerging Technology Operational 

Risks and Intelligence, BNP Paribas

Don Duet
Public Cloud Strategy Lead, Fortinet; Former CEO 

& Co-Founder of Concourse Labs (acq. Fortinet) 

and Technology Leader at Goldman Sachs

Hector Saldaña                               
Senior Advisor to Boston Consulting; 

Managing Partner, Inventity Global Fund, 

Former VP Asia Pacific at Wolfram Alpha, 

Former Sr. Executive at Entrust and Apple

Paul Lanzi
Founder and Principal Consultant, 

IDenovate; Former Founder and COO, 

Remediant (acq. Netwrix)

Hazel Diez Castaño
Global Chief Information Security Officer, 

Santander; Former Head of Security 

Consultancy, Architecture and Design, Aviva
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Forgepoint Investment Themes
Grounded in Customer Priorities and Key Market Drivers

Securing AI, AI for Security
How cybersecurity can secure AI and how AI can improve cybersecurity 

Continuous Trust and Identity Management
Creating fully secured digital identities and perfect data that connects in real time

Proactive Cybersecurity and Risk Management
It’s not whether a company will get breached – it’s a matter of when, and what to do about it

Securing Infrastructure, from Cloud to Edge and Beyond
Establishing a robust digital grid to access business-critical resources to drive immediate outcomes

Trust in Software
The future of software is secure components flowing through a resilient supply chain

Cybersecurity for the Long Tail
Protecting the underserved Small and Midsize Businesses (SMBs) that power the global economy
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Market Direction of GenAI Security Management
Understanding the evolution of the infrastructure and its predictions is key to determine winners

Reactive Approach to GenAI Security

Budget’s Expansion and the Focus on 
Visibility Regulation and Governance as Drivers of 

Security Needs and Tools

Market Consolidation of Point 
Solutions into Platforms

AI-Augmented

2020-2024

2023-2025

2024-2026

2025-2028

2029 - Onward

▪ Focus on foundational models usage and adoption

▪ Concerns around associated risks

▪ Visibility and model 

observation as key priorities
▪ Develop GenAI governance

▪ Each industry and geography will develop 

ad-hoc regulation for the use and 
governance of GenAI

▪ End-to-end solutions fully 

integrated into the enterprise 
risk management function

▪ AI and GenAI models to be 

self-corrected
▪ AI trust, risk and security 

management all in one

Source: Market Guide for AI Trust, Risk and Security Management – January 2023 (Gartner)

Casilda Angulo
Senior Associate

Kathryn Shih
Venture Partner
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AI Security Strategy – Two Parallel Tracks

Security for AI AI for Security

Tools to secure 

AI systems 

from attack

AI-native tooling to 

solve existing 

security challenges
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Welcome to the Forgepoint Family
New Investments in 2024

Data and intelligence 

layer simplifying 
identity access 

management (IAM)

akaidentity.io

Next generation digital 

communications to 
securely unify cloud, 

edge, and IoT

synadia.com

nats.io

nudgesecurity.com

SaaS security 

discovery, monitoring 
and management

hyperproof.io

Automated security 

assurance and 
compliance operations

Risk Management

Security Operations

Applications

Security Operations

Risk Management

Infrastructure

Data

Identity

https://forgepointcap.com/companies/ 

https://www.akaidentity.io/
http://synadia.com/
http://nats.io/
http://nudgesecurity.com
http://www.hyperproof.io/
https://forgepointcap.com/companies/
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Community Highlights
2024 Events

Guests include entrepreneurs, CISOs/CxOs, government leaders, co-investors, and senior executives from industry partners

▪ National Cyber Innovation Forum (Washington, DC), cohosted with Carahsoft, Microsoft, Forescout, and Snowflake

▪ Private Cyber Leadership Dinner (NYC)

▪ RSAC ’24 (SF) Security VC Reception cohosted with Sapphire, Norwest, and Gula Tech Adventures

▪ RSAC ’24 (SF) National Security Social cohosted with Gula Tech Adventures, IQT, and Shield Capital

▪ RSAC ‘24 (SF) 14th Annual Executive Dinner at RSA Conference cohosted with PwC and Google Cloud

▪ RSAC ‘24 (SF) CISO Dinner cohosted with MunichRe Ventures and Trace3

▪ Black Hat ’24 (LV) Executive Security Lunch cohosted with Foundation Capital

▪ Black Hat ‘24 (LV) CISO Dinner cohosted with IQT and SVB

▪ Black Hat ‘24 (LV) Vision & Voice Breakfast cohosted with NightDragon, Keyfactor, Uptycs, and MarketBridge

▪ Roll Call ’24 (SF) in support of Vets in Tech, cohosted with a16z, Beyond Capital, Meritech, SecondFront, Shield Capital, Point72 Ventures



National Cyber Innovation Forum – Embassy of Australia in Washington, DC
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14th Annual Executive Dinner at RSA Conference 2024



The Forgecast
https://forgepointcap.com/forgecast/ 

The who’s who and what’s what in 

cybersecurity, AI, and infrastructure software. 

https://forgepointcap.com/forgecast/
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Agenda
Welcome and Meeting Kickoff1:00 PM

1:10 PM Cybersecurity Market Update: Fall 2024

1:40 PM Cybersecurity Issues and Observations for 2025

2:10 PM Guardians of the G-AI-laxy: AI & Data Governance Concerns and Opportunities

2:50 PM Nudge Security: Securing the Workforce Edge

2:53 PM 15 Min Networking Break

3:08 PM The Great Debate: Reevaluating Public vs. Private in the Cloud Era

3:38 PM AKA Identity: Identity Analytics and Automation

3:40 PM Anatomy of a Ransomware Incident

4:05 PM Fireside: The CISO Playbook

4:30 PM Hyperproof: Next Level Risk and Compliance Management

4:33 PM Fireside: An Innovator’s Journey, from CTO to CEO

4:58 PM Meeting Close > 5:00 Rooftop Reception > 6:30 Celebration Dinner (back here!)



1:10

Brian White
Co-Head of Security & Defense Technology

Piper Sandler

Cybersecurity Market Update - Fall 2024



1:40

Dr. Ed Amoroso
Founder & CEO

TAG InfoSphere

Cybersecurity Issues and Observations for 2025



Cybersecurity Issues and 
Observations for 2025
(with Free Publications)

Prepared by

Dr. Edward Amoroso

CEO, TAG Infosphere Inc. and Professor, New York University

Former SVP/CISO AT&T, Former Board Member, M&T Bank

eamoroso@tag-cyber.com 

mailto:eamoroso@tag-cyber.com




Cybersecurity 
Issue 1: 
SEC vs. CISOs
(Image generated by DALL-E)





Cybersecurity Issue 2: 
Securing AI vs. Using AI
(Image generated by Wombo)





Cybersecurity Issue 3: 
Enterprise Security vs. Nation-State Cyber Actors
(Images created with Microsoft Co-Pilot)





Cybersecurity Issue 4:                       
Corporate Narrative vs.              
Fake News
(Images generated by Dreamstudio)





Cybersecurity Issue 5: 
Cyber Underwriters vs. Ransomware Threats
(Images generated by Google Gemini)





eamoroso@tag-cyber.com

TAG Global HQ
45 Broadway

NYU CCS
Brooklyn and Manhattan

Thanks!



2:10 Guardians of the G-AI-laxy: AI & Data Governance

P A N E L I S T S M O D E R A T O R

Kathryn Shih
Venture Partner

Forgepoint Capital

Elena Kvochko
Adjunct Professor

Cornell SC Johnson 

School of Business

Drew Cukor
Former Chief AI and Data 

Officer

JPMorgan Chase

Scott Miller
Director, Cybersecurity 

Services

Lowe’s Companies, Inc.

Sandip Wadje
Managing Director & Head 

of Emerging Tech Risks

BNP Paribas



SaaS security that inventories 

and monitors every cloud and 

SaaS account

https://nudgesecurity.com/

Sample Customers and RelationshipsRuss Spitler
Co-Founder & CEO

Nudge Security

https://www.nudgesecurity.com/


©2022 Nudge Security. All rights reserved.

Russ Spitler
Co-founder & CEO

15+ years building security products at 
AlienVault (AT&T)
and Fortify (HPE) 

Jaime Blasco
Co-founder & CTO

World-renowned security 
researcher and former head of 

AT&T Alien Labs Example Customers:

Securing the Workforce Edge



©2024 Nudge Security. All rights reserved.

8.7%

91.3%

Over 90% of all apps 
are adopted outside 
of IT.



©2024 Nudge Security. All rights reserved.

Risk is created at the Workforce Edge

Uses personal password manager

Connects a third-party 
service with OAuth

Invites colleagues to 
collaborate

Shares a file with 
external contractor

Experiments using 
corporate data

Skips MFA setup

Introduces a new 
productivity tool

Without the right visibility and controls in place, 
risk and sprawl run wild at this edge.



©2023 Nudge Security. All rights reserved.

Network-based controls

IT service request portals…

Traditional approaches aren’t cutting it anymore.

API-based integrations (SSPM)

…assume that work will wait.

…lack visibility and context. 

…require prior knowledge & access. 

Organizations need a new approach to protect and govern all apps, 
identities, and data across thousands of clouds.



©2024 Nudge Security. All rights reserved.

What if security was created at the Workforce Edge?

Signs up with SSO

Revokes OAuth grants that 
are no longer used

Right-sizes access and 
licenses regularly

Revokes file access when 
project ends

Signs up with SSO

Enables MFA on 
account

Self-serves approved 
productivity tool

Enable your business to move faster while

strengthening your security posture. 



15 minute Networking Break

Please return by 3:08 PM
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Agenda
Welcome and Meeting Kickoff1:00 PM

1:10 PM Cybersecurity Market Update: Fall 2024

1:40 PM Cybersecurity Issues and Observations for 2025

2:10 PM Guardians of the G-AI-laxy: AI & Data Governance Concerns and Opportunities

2:50 PM Nudge Security: Securing the Workforce Edge

2:53 PM 15 Min Networking Break

3:08 PM The Great Debate: Reevaluating Public vs. Private in the Cloud Era

3:38 PM AKA Identity: Identity Analytics and Automation

3:40 PM Anatomy of a Ransomware Incident

4:05 PM Fireside: The CISO Playbook

4:30 PM Hyperproof: Next Level Risk and Compliance Management

4:33 PM Fireside: An Innovator’s Journey, from CTO to CEO

4:58 PM Meeting Close > 5:00 Rooftop Reception > 6:30 Celebration Dinner



3:08 Re-evaluating Public vs. Private in the Cloud Era

P A N E L I S T S

Marc Sorel
Partner & Cybersecurity 

Practice Lead

McKinsey & Co.

Derek Collison
Creator of NATS.io and 

Founder & CEO 

Synadia

Hector Hoyos
Chief Strategy Officer & 

Head of Cybersecurity

GHS

Anjana Rajan
Assistant National Cyber 

Director

The White House

M O D E R A T O R



Globally connect all your 

applications and data- in the 

cloud, on premise, and at the edge

Derek Collison
Founder & CEO

Synadia

https://synadia.com/ 

Creator of NATS.io

https://nats.io/ 

Sample Customers and Relationships

https://www.synadia.com/
https://nats.io/


https://akaidentity.io/

Will Lin
Co-Founder & CEO

AKA Identity

Identity Analytics and 

Automation

Sample Customers and Relationships

Fortune 500 enterprise 

organizations across Finance, 
Healthcare and High Tech.  

https://www.nudgesecurity.com/


AKA Identity: Identity Analytics and Automation

Q4 2024 CONFIDENTIAL & PRIOPRIETARY
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The Next Convergence in IAM is finding its name:

“Identity Analytics and Automation”

“Identity Visibility and Observability”

“Source of Truth in IAM”

“SIEM for Identity”

“Unified Identity Lifecycle Management”

“Identity Security”
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What do Identity Programs Look Like

Today: Legacy Future: AKA

SecurityIT 

Outcomes

Insights 

Data 

Identity
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Clarity from Chaos

Disparate Data Sources

Data Unlocks the 
Next Level:

IGA → Unified Visibility

ITDR → AI-Driven 
Recommendations

ISPM → Integrated 
Remediation Workflows

PAM → Actionable 
Insights
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Mining Data for Value

• Find over-provisioning day 1 based on usage

• Identify “zombie” accounts, eliminate orphaned accounts

• Untangle the complexities of your IAM landscape

• Improve your hygiene, reduce your risk
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Customer Traction

Healthcare Tech Fintech

Tech Industrial Consumer

Closed/Won

We re-grouped proven talent at AKA. We’re now deploying and through procurement 

with multiple referenceable customers with qualified budget

Mid-Enterprise: 1,000 – 10,000 employees

Powered IAM Programs (not                )

Entitlements under Management
(500+ of Human/Machine Identities x
20+ of Applications/Systems)

10,000+

One Champion/BudgetCISO or
IAM Leader

Enterprise: 10,000 – 100,000 employees

100,000+ 
entitlements 
under mgmt

2 or more 
championsPowered

Procurement Stage



P R E S E N T E R                                I N T R O D U C E D  B Y

Billy Gouveia
Founder and CEO

Surefire Cyber

Cyndi Gula
Co-Founder and Managing Partner

Gula Tech Adventures

3:40 Anatomy of Ransomware Incident
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Ransomware − A Multifaceted Problem

▪ What is ransomware?:

⎯ A threat actor encrypts data demands a ransom in exchange for a decryption key, or

⎯ A threat actor steals data and demands a ransom in exchange for a promise to not publish it, or

⎯ Both (referred to as double extortion)

▪ Ransomware is the perfect crime: 

⎯ Easy to commit,

⎯ Enormously lucrative, and 

⎯ Done with (near) impunity

▪ Ransomware is a multidimensional problem:

⎯ Network Intrusion

⎯ Data Theft

⎯ Business Interruption 

⎯ Legal, Regulatory, & Reputational Risk
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Stages of a Ransomware Attack

▪Reconnaissance

⎯Finding the target

▪Point of Entry

⎯Breaking in

▪Privilege Escalation

⎯Getting more access

▪Lateral Movement 

⎯Moving around

▪Exfiltration

⎯Stealing data 

▪Encryption 

⎯Locking up your files
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Stage 1 Reconnaissance

Finding the Target

Setting the Scene

▪ Threat actors are ALWAYS scanning the 
complete internet to find weaknesses or 
looking to buy access

▪ Full scan of the internet can take as little 
as 45 minutes

Takeaways

▪ Threat actors don’t need to be “targeting” 
you to discover an exploitable weakness

▪ Securing your internet-facing perimeter 
will help prevent cyber incidents
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Stage 2 Point of Entry

Patient Zero

Setting the Scene

▪ Not finding an external weakness, the 
threat actor sends an email embedded 
with malware

▪ Phishing is very common and can be 
generic (“Singles in Your Area”) or 
targeted (“Kevin’s Year End Bonus”)

Takeaways

▪ User awareness training and email 
filtering lower risk of phishing

▪ Multi-factor authentication is the best way 
to stop phishing

▪ Endpoint Security Solution
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Stage 3 Privilege Escalation

Getting More Access

Setting the Scene

▪ The threat actor’s goal is to move from a 
normal user account to the network 
administrator’s account

▪ Threat actor gains elevated permissions 
using a common tool called Mimikatz

Takeaways

▪ Minimize privileged accounts and 
administrative access

▪ Invest in tools that detect and stop 
malicious actions

▪ Keep systems up-to-date with patches
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Stage 4 Lateral Movement

Moving Around

Setting the Scene

▪ Threat actor cracks the password and 
uses the administrator’s credentials to 
login

▪ In the middle of the night, the threat actor 
accesses the server with everyone’s 
passwords

Takeaways

▪ Use strong and long passwords 

▪ Network tools detect internal scans and 
malicious activity, so you stop a hacker in 
their tracks
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Stage 5 Exfiltration and Backup Deletion

Stealing Data

Setting the Scene

▪ Threat actor will look for sensitive files and 
steal them

▪ Threat actor will then delete any backups 
they discover

▪ Data could be uploaded to the dark web 
or sold

Takeaways

▪ Unauthorized access to personal 
information can trigger legal obligations 
(even if files weren’t taken)

▪ Use a strong backup solution and test it 
often
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Stage 6 Ransomware Execution

Setting the Scene

▪ Threat actor executes the ransomware as 
quickly as possible on as many systems 
as possible

▪ This is often done on a Friday night or 
Thanksgiving morning

Takeaways

▪ Disconnect, don’t power off, encrypted 
systems to preserve evidence

▪ Have a plan for how you are going to 
access resources to help you through this



62 Proprietary and Confidential

Ransomware Response Framework

▪ 24/7 availability 

▪ Kick-off call to advise 
on immediate actions

▪ Structured approach 
outlining our services

▪ Deploy security tools 

▪ Monitor endpoints and 
isolate malicious activity 

▪ Secure environment 

▪ Apply cyber intelligence

▪ Ingestion of forensic 
artifacts

▪ Analysis of forensic 
evidence 

▪ Forensic investigation 
report

▪ Develop a negotiation 
strategy

▪ Conduct threat actor 
communications

▪ Facilitate payment 

▪ Restore data from 
back-ups or decryptor

Intake & Scoping
Containment, 

Monitoring & Control
Forensic Analysis

Negotiation & 

Recovery

▪ Rebuild systems and 

restore services

▪ Strengthen security 

posture

Remediation



63 Proprietary and Confidential

▪Billy Gouveia

▪CEO

▪billy@surefirecyber.com 

▪+1 301 938 1542

Contact Us

▪response@surefirecyber.com

▪1-800-270-9034

This document (including any attachments) may contain privileged, confidential, or protected information intended only for the intended recipient. If you are not the 

intended recipient, any unauthorized review, use, disclosure, or distribution is prohibited. If you have received this document in error, you are required to notify the 

sender, then delete this document and any attachment from your computer and any of your electronic devices where the document is stored.

mailto:billy@surefirecyber.com
mailto:response@surefirecyber.com


F I R E S I D E

Andres Andreu
Deputy CISO

Hearst

Leo Casusol
Managing Director

Forgepoint Capital

4:05 The CISO Playbook
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The CISO Playbook
Now available online…and for one lucky guest per table, check under your chair!

https://www.routledge.com/The-CISO-Playbook/Andreu/p/book/9781032762074 

https://www.amazon.com/CISO-Playbook-Security-Audit-Leadership/dp/1032762071

https://www.routledge.com/The-CISO-Playbook/Andreu/p/book/9781032762074
https://www.routledge.com/The-CISO-Playbook/Andreu/p/book/9781032762074


Automated security assurance 

and compliance operations

Craig Unger
Founder & CEO

Hyperproof

https://hyperproof.io/

Sample Customers and Relationships

https://hyperproof.io/


Cybersecurity Risk is simply out of control

Rising Costs of Data Breaches

$4.88M is the average cost of a data breach in 2024 and increasing annually.

Ineffective Risk Management

56% of companies experience a breach due to a third party vulnerability

Cannot meet increasing Regulatory Burden

95% of companies do not manage controls to mitigate risks due to high manual costs



The market has spoken and it requires:
A Modern, Integrated Risk and Compliance platform 

20%
cost reduction with fewer 

redundancies and streamlined 

processes

60%
of companies reported 

improved decision-making 

unifying risk & compliance 

40%
improvement in operational 

efficiency due to automated 

workflows

30%
fewer compliance failures 

compared to those using non-

integrated systems

Lower Costs Smarter DecisionsGreater Efficiency Better Compliance



A fast growing and 
evolving market ripe for 
disruption

Four high growth business critical markets converging into a 

single platform $216 billion. 

13.9% CAGR through 2028 according to Verified Market 

Research, Future Market Insights, and Databridge Market 

Research.

Hyperproof uniquely positioned to disrupt and capitalize on the 

convergence.

13.9%
CAGR



Real Time Risk

Hyperproof is the innovator- Compliance Operations

HyperSyncs

Hyperpilot

Golden Controls



Success across industries

Manufacturing Services/Consulting Finance/Banking
Healthcare/
Life Sciences Transportation



F I R E S I D E

Joe Levy
CEO

Sophos

Alberto Yépez
Co-Founder and Managing Director

Forgepoint Capital

4:33 The Innovator’s Journey, from CTO to CEO



Rooftop Reception!

Please return by 6:30 PM



Welcome to our Fall 2024

Celebration Dinner



TIPS: Print Edition Coming Soon
https://forgepointcap.com/tag/tips/ 

Shane Shook, PhD
Venture Partner

Yonesy Nùñez
Venture Partner

https://forgepointcap.com/tag/tips/
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Forgepoint Forward
New Quarterly Reports!

New reports on the most critical emerging spaces in cybersecurity, artificial 

intelligence, and infrastructure software. 

Forgepoint Forward presents findings from extensive research and interviews 

with experts across our network- including our Global Advisory Council. 

Our goal is to highlight investment trends, M&A activity, and market projections 

as well as promising startups to identify key opportunities for entrepreneurs 

and technology leaders across the cybersecurity community.

First Four Topics:

▪ AI Governance

▪ Application Security Posture Management

▪ Security Log Data Management

▪ Enabling Applications at the Edge

Reynaldo Kirton
Vice President

https://forgepointcap.com/advisors/




100
Thank you, Global Advisory Council!
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Impact Award:
Trailblazer

Elena Kvochko is a seasoned cybersecurity industry professional. In 2020, after 

holding cybersecurity leadership roles at several financial institutions, she was 

appointed the first Chief Trust Officer for the enterprise software giant SAP which 

operates in over 200 countries. There, she and her global team work to prevent and 

ward off cybersecurity threats while building trust with SAP customers, end users, 

partners and stakeholders. 

Prior to working at SAP, Kvochko was a data security mastermind in the banking 

industry. She focused on global security as Senior Vice President and Technology 

Executive at Bank of America and Divisional Chief Information Officer at Barclays 

Bank in New York and London. Elena is also an inventor of 30+ patent-pending and 

patented technologies in security, privacy, digital payments technology, and quantum 

computing. One includes an information card silent coercion alarm that prompts an 

institution to review fraudulent activity on behalf of a customer. Her many accolades 

include being named among the Top 100 CIOs; Leading CIOs – Who Happen to be 

Female by the CIO Magazine, Business Role Model of the Year by the Women in IT 

Awards, and Fortune Magazine’s Most Powerful Women – International."

Elena Kvochko
Adjunct Professor
Cornell SC Johnson School of 

Business



Impact Award:
Catalyst

Aaron Hughes is CISO at Albertsons Companies. In this role he is responsible for 

enabling the business and securing the infrastructure, digital assets, and payments for a 

network of over 2200 supermarkets operating under 20 brands across the United States 

serving 30 million customers per week and driving $70B in annual revenue.

Previously, he was VP for Information Security and Deputy CISO at Capital One where 

he led the team providing security services across all Capital One lines of 

business. Aaron is also the former Deputy Assistant Secretary of Defense for Cyber 

Policy where, as the senior DoD cyber official, he was the primary interface with the 

broader USG, Congress, the public, and foreign governments for all defense related 

cyber policy matters. His office was responsible for overseeing the development and 

implementation of cyber policies, strategies, operations, and plans for the DoD.

Aaron is on the Board of Directors for SentinelOne (NYSE $S) and is Vice Chairman of 

the Board of Directors for privately held Advanced Technology International (ATI), a 

leading provider of consortium services to the largest departments and agencies in the 

US Government. He is a Colonel in the United States Air Force Reserve currently serving 

as a Senior Advisor to the Commander USCYBERCOM. He received his BS in 

Mechanical Engineering from the University of Virginia, MS in Telecommunications and 

Computers from George Washington University, and MBA from the Stanford Graduate 

School of Business.

Aaron Hughes
Chief Information Security Officer
Albertsons Companies



Impact Award:
All-star

Jerry Kowalski is the Chief Information Security Officer at Jefferies LLC. 

As CISO, he is responsible for designing, building and operating the cyber security 

program that enables Jefferies to run its core businesses securely.

At Jefferies, he heads Security Engineering, Operations Security, Access Identity 

Management and Application Security practices. Prior to this, Jerry was head of 

Application Security Risk for Barclays Capital and Wealth. During his 5-year tenure, Jerry 

built the Application Security practice that consisted of security assessments, architecture 

design, risk management and developer training. 

Earlier in his career, Jerry was a Senior Security Engineer/Team Lead at Ernst & Young 

Advanced Security Center, and Computer Engineer Researcher at Air Force Research 

Laboratory where he provided R&D services to federal government and homeland 

security. 

Jerry earned his BA in Computer Engineering and MS in Computer Security at Syracuse 

University.

Jerry Kowalski
Chief Information Security Officer
Jefferies



Networking Break3:20

THANK YOU,

CURRENT 

DEFENDERS

SEE YOU 

NEXT YEAR!



Thank you for 
joining us.

Let the 
conversations 
continue! FEEDBACK

▪ Agenda will be updated with Resources 

▪ 5:00 Rooftop Reception on 22F

▪ 6:30 pm Celebration Dinner back here in the Ballroom

https://forgepoint.typeform.com/acmd24/

STAY IN THE KNOW

https://forgepoint.typeform.com/acmd24

https://forgepoint.typeform.com/acmd24
https://forgepoint.typeform.com/acmd24


Fall 2024 Advisory Council Dinner
19 November 2024 | The Yale Club of New York City
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